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Topics

• Overview of the 3 Lines of Defense Model

• Factors Influencing the design of governance models

• Risk and Compliance functions

• Group vs. Business Units

• Scenarios – Voting

• Summary
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Three Lines of Defense 
Risk management responsibility can be viewed as three lines of defense

First line of defense

 Promote a strong risk culture 
and sustainable risk-return 
decision making

 Portfolio optimization on the 
macro and micro level

 Promote a strong culture of 
adhering to limits and managing 
risk exposure

 Ongoing assessment and 
monitoring of risks

Second line of defense

 Combination of watchdog, 
trusted advisor, enforcer

 Understand how the business 
makes money—and actively 
challenge initiatives if 
appropriate

 Independent from management 
and staff that originate risk 
exposures

 Overarching risk oversight unit 
across all risk types and 
business units

Third line of defense

 Good understanding of the 
business and risk management

 Challenge the front office and 
risk management function

 Independent oversight function 
with ability to enforce fulfillment 
of findings

 Ability to link business and risk 
with process and IT know-how

External auditor

R
egulator

Board of Directors

Top management and new business 
development Risk management function Internal audit
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Design of Risk Governance Models

 The size, complexity and risk profile 
of the group
 The level of independence required 

in relation to the assignment of 
conflicting roles e.g. the design and 
development of risk models versus their 
validation
 The availability of specialist resource 

and / or the need to optimise the use 
of specialist resource e.g. actuarial
 The maturity of the risk management 

practices 
 The need for specific / sophisticated 

risk management approaches that 
are more closely aligned to the nature 
and complexity of a given business and 
/ or local regulatory requirements

The principles of the ‘three 
lines of defense
governance model have 
been widely adopted by 
firms who have tailored 
their approaches resulting 
in differing allocations of 
functions that sit in 1st and 
2nd lines, as well as 
differing allocations of risk 
management 
responsibilities.

Key factors to consider includeKey areas of market divergence in relation to the allocation of responsibilities

Advisory 2nd Line materially involved in decision making vs. oversight and monitoring with little, if any, 
advisory or decision making

Capital 
modelling and 
validation 

First Line vs. 2nd Line performing modelling and validation activity

Own Risk 
Solvency 
Assessment

First Line Finance Function role vs. 2nd Line Risk role

Risk processes Process execution vs. Process oversight

Reporting Risk reporting responsibility quantitative vs. qualitative

Risk technology Ownership of risk technology
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High Level Risk and Compliance Design Options

Separate Risk & 
Compliance functions

A variety of high level design 
options exist in relation to the 
positioning of Risk and Compliance 
functions. Key examples are set 
out including the related potential 
benefits and concerns of the 
approach which would need to be 
tailored and enhanced to better 
reflect the nature of the firm. 

Combined Risk & 
Compliance function

Combined Legal & 
Compliance function

Potential benefits
• Aligns common compliance and legal 

competencies and may enable resource 
efficiencies

• Consolidates monitoring changes in the 
regulatory and legal environment

Potential concerns
• May result in misalignment of risk and compliance 

policies, processes and reporting
• Potential conflict – Legal protects business; 

Compliance uncovers issues
• Dilutes the CRO’s ability to monitor the overall 

aggregate risk profile of the business
• May reduce the ability of the risk and compliance 

functions to leverage each others work and result in 
some duplication 

• May result in increased fragmentation and sub-optimal 
use of Risk and Compliance resource

Key features of the approach
• A combined Legal & Compliance 

exists in the 2nd line of defence 
• The Compliance function reports to 

the Head of General Counsel and the 
Risk function reports to a CRO

• Both the Head of General Counsel 
and the CRO report independently 
and directly to the CEO

Potential benefits
• Raises the profile of Compliance within the 

firm
• May better enable Board access to 

Compliance expertise

Potential concerns
• May result in misalignment of risk and compliance 

policies, processes and reporting
• Dilutes the CRO’s ability to monitor the overall 

aggregate risk profile of the business
• May reduce the ability of the risk and compliance 

functions to leverage each others work and result in 
some duplication 

• May result in increased fragmentation and sub-optimal 
use of Risk and Compliance resource

• CEO capacity / appetite to accommodate an additional 
direct report

Key features of the approach
• Separate Compliance and Risk 

functions exist in the 2nd line of 
defence

• The Compliance function reports 
directly to a Chief Compliance Officer 
(CCO) and the Risk function reports 
to a CRO

• Both the CCO and the CRO report 
independently and directly to the 
CEO

Potential benefits
• Enables the alignment of risk and 

compliance policies, processes and 
reporting

• Better enables the risk and compliance 
functions to leverage each others work and 
avoid duplication 

• More readily enables the CRO to monitor the 
overall aggregate risk profile of the business

• May enable resource efficiencies across the 
Risk and Compliance functions

• Helps to limit the number of direct reports to 
the CEO

Potential concerns
• May dilute the profile of Compliance within the firm
• May reduce Board access to Compliance expertise

Key features of the approach
• A combined Risk & Compliance 

function exists in the 2nd line of 
defence

• The head of the Compliance function 
reports directly to the CRO and 
independently of the head of Risk

• The CRO reports directly to the CEO
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Control Functions - Interrelationships

Group control Potential benefits
• Increased independence of the local 

control functions within the 2nd line of 
defence

• Better enables the consistent 
application of Group defined risk 
control practices across the group as 
well as the consistent reporting of risk 
control information

Potential concerns
• May dilute 1st line accountability for the management of 

risk within their business
• Group defined risk control practices and reporting may 

need to be tailored/augmented in order to meet any 
more specific local regulatory requirements and/or 
business needs

• May result in inefficiencies arising from multiple levels of 
review and challenge

Potential benefits
• Helps maintain / reinforce 1st line of 

defence accountability for the 
management of risk within their 
business

• Better enables risk control practices 
and reporting to be tailored/augmented 
in order to meet any more specific local 
regulatory requirements and/or 
business needs

Potential concerns
• Working under the direction and control of local 

management may dilute the independence of the local 
control functions

• May result in the inconsistent application of Group 
defined risk control practices across the group as well 
as inconsistent reporting of risk control information

Local management control

Key features of the approach
• Local control functions within the 

businesses report directly to Group 
who oversee and control their 
activities

• The local control functions within 
the businesses provide reports to 
local management and Group on 
local risk control related matters

Key features of the approach
• Local control functions report 

independently and directly to local 
management who direct and 
control their activities

• Whilst there is flow of information 
between the Group and business 
level functions, there is no formal 
reporting relationship between 
these functions
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Polling Scenarios

• To be provided during the session
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