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Please Note:

• IBM’s statements regarding its plans, directions, and intent are subject to change or 
withdrawal without notice at IBM’s sole discretion.

• Information regarding potential future products is intended to outline our general product 
direction and it should not be relied on in making a purchasing decision. 

• The information mentioned regarding potential future products is not a commitment, 
promise, or legal obligation to deliver any material, code or functionality. Information about 
potential future products may not be incorporated into any contract. 

• The development, release, and timing of any future features or functionality described for our 
products remains at our sole discretion. 

• Performance is based on measurements and projections using standard IBM benchmarks in 
a controlled environment. The actual throughput or performance that any user will experience 
will vary depending upon many factors, including considerations such as the amount of 
multiprogramming in the user’s job stream, the I/O configuration, the storage configuration, 
and the workload processed. Therefore, no assurance can be given that an individual user 
will achieve results similar to those stated here.
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Point of View on IoT for Insurance



What’s Putting the World’s Top Executives on Edge?

“The Uber Syndrome, where a 
competitor with a completely different 
business model enters your industry 
and flattens you.”

CIO, Transportation, United States

“The boundaries of 
competition are 
becoming ambiguous.”

Yong Eum Ban, CFO, JoongAng Media 
Network, South Korea



Can You See the Competition Coming?

 Synergistic Partnerships
 Insurance Companies Partnering with IoT Enablers, Sensor and Auto Manufacturers

 New Products from Current Competitors
 Products Enabled by IoT

 Competing Products from Non-Traditional Competitors
 Auto Manufacturers and Retailers Selling Insurance, Telecoms with tracking 

programs, etc.

Carriers who exploit the insight and digital engagement available through IoT, analytics and 
cognitive will win in the market through new revenue sources, differentiated value/price 

positions and customer relevance



• To outthink challenges, competitors and limits, you must conceive of new opportunities you 
couldn't imagine before.

Seize Opportunities for Disruption Before Your 
Competitors Do

Expect more competitors from outside their 
industry, while only 29% expect more 
competition from within their industry.

54%
of CXOs “The boundaries of 

competition are becoming 
ambiguous.”

Yong Eum Ban, CFO, JoongAng Media 
Network, South Korea“10-15% of our revenue in the 

next 2-3 years will not come from core 
insurance verticals”

Multiple Top 10 Traditional U.S. P&C Carriers

Disruption



Top 5 Benefits of IoT to the Insurance Industry

More Accurate 
Risk Assessment 
for Underwriting

Reduced 
Frequency and 

Severity of 
Claims

Automated 
FNOL Claims 

Servicing1

Superior 
Customer 

Experience, 
Satisfaction and 

Loyalty

New Product 
Offerings

1 First Notice of Loss (FNOL)

What we learn from the physical world will transform several industries, including the 
Insurance Sector in which IoT will have one of the greatest impacts. 



Current research indicated that “smart insurers” could get access to multiple sources of 
new revenues if they leverage IoT
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Leverage the Power of IoT to Access New Revenue Streams



Understand the monetization...including the below the line items

IBM Confidential - Do not distribute

Grow 
revenue

Improve 
margin

Operational 
capacity 

efficiency 
and manage 

risk

Pricing 

Revenue growth

Product distribution channel mix 

Customer

Loss reserve development

Investment management

Costs management

Potential liability 

Capital management 

Financial returns on capital 

Operating efficiency 

Underwriting income 

Investment income

Market share

Operating margin

Product/customer/segment/profitability 

Distribution structure efficiency 

Acquisition cost of new customers  

Customer retention 

Reserve overestimation/deficiencies

Pre-tax investment income

Loss and expense ratios

Reserves created/added 

Capital structure 

Risk leverage (capacity)

Risk based capital

Loss reserves

Liquidity

ROE, ROA

Number of policies / agent

Number of claims / claims executive

• Lower Claims Frequency, 
through active risk avoidance

• Lower Claims Cost, through 
better claim adjudication

• Higher Premium, when VASs 
are used for revenue uplift

• Higher Retention Rates, 
especially when VASs are 
incorporated in product design

• Lower Claims Reserves, due 
to more efficient risk 
management

• Lower Expense Ratio, due to 
better automation

• Higher overall ROA / ROE
• Increase in immediately 

available operating capital for 
funding growth

• Enablement of self-funding  
IoT experimentation to 
capture market



The Internet of Things (IoT) coupled with analytics and cognitive has the 
potential for both disrupting consolidated business models and enabling 
new sources of revenue

Insurers are using consumer 
desired VAS to provide better 
financial outcomes:

Consumers and Companies are 
demanding  additional telematics 
functions beyond a new rating variable 
and discounts

Unique Value-added services have 
become the new battlefield for new 
policyholder acquisition

For insurers, the ability to provide and 
monetize new value-added services is 
the battlefield for customer 
engagement and true competitive 
differentiation



The Time To Act Is Now
Carriers are entering exclusive partnerships and conducting early pilots focused on gaining new 
insight, revenue sources and customer engagement



The IoT Journey

The IoT adoption pattern varies by geo and carrier.  We are working with customers on many IoT projects 
with a variety of entry points.  

IoT Enablement Phases:

IoT Workshops
• IoT Strategy 

Definition
• IoT Roadmap

IOT Platform 
and Toolkits

• Vendor POC’s
• Device/Sensor 

Deployment and 
Registration

Vendor 
Management

Cloud 
Enablement

Mobile Apps:  
Status, Alerts, 
Device 
Management

Dashboard & 
Monitoring

Monetization 
Enablement 
(examples )
• Underwriting
• Pricing
• Risk 

Segmentation

Insurance Carrier IoT Journey

IoT  Foundation Device Deployment Platform Management Cognitive & AnalyticsMobile Access 

• Provides clients with an 
expert view of IoT as well 
as an understanding of 
solutions and the value.

• Establishes framework for 
IoT journey

• Enables client to align IoT 
transformation to overall 
business objectives

• Identifies new services 
and business models

Device Data 
Collection
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• Enables a launch point for a 
carrier interested in 
pursuing IoT initiatives.

• Demonstrates value through 
tangible outcomes including 
functioning devices, 
collection/aggregation of 
sensor data

• Drives insured participation
• Carrier Value Added 

Service 

• Drives insured 
customer 
engagement

• Sense of safety 
and protection is 
increased

• Carrier brand 
positioning

• Carrier Value 
Added Service

• Single, secure platform 
ensuring best-in-class 
performance 

• Flexibility and openness 
to accommodate wide 
ranges of devices and 
their integration

• Foundation for data 
aggregation and 
analytics

• Real time view and analysis of 
sensor/risk data. 

• Enables proactive risk 
management/loss control.  

• Cost savings for underwriting 
company and end customer

• IoT data insights generation and 
enabler of IoT data monetization

• Deeper cognitive insights through 
integration with structured and 
unstructured risk and loss data
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Global Insurance IoT Use Cases



IoT for Insurance = 
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• Cognitive Technologies
– perceiving, analyzing, reasoning, learning, anticipating, interacting

• Data
– from the interconnected digitized world with elements from the physical, 

social and virtual realm

• Actions
– prescriptive actions, insights, recommendation and assistance

What is Cognitive IoT?

Cognitive IoT is the use of cognitive computing technologies 
in combination with data generated by connected devices 

and the actions those devices can perform.





Mobile 
Alert 
Screen



Advanced analytics generates insights about customer driving behavior that improves 
carrier and customer relationships

360°View of the Customer Analytics PlatformAdvanced Analytics Engine

User and car profile
Understand how demographics 
such as gender, address, and 
expected income affect 
segmentation of risk

Location, frequent routes
Understand where and how often 
customer frequent merchant 
stores 

Optional Historical weather data
Understand how seasonality
and  local weather conditions
affect customer behavior 

Promotion Performance

Deeper insight on driver behavior

Improve targeting through 
Aggregation of  customer data insights

Promotion Recommendations

Customer Profiles

Improve product portfolio 
mix to optimize ROI 

Historic promotion 
offerings / conversion rates
Understand how which customers 
have the greatest propensity to buy 
additional products and services

Prediction and 
Optimization Engine

Watson IoT



The Art of the Possible - Cognitive IoT











If we can power this boat, imagine what we can 
do for you…….



If we can power this boat, imagine what we can do for 
you

Internet of Things Foundation Service



IoT4I Details



`
Connected industry

Connected car

Connected living and working

Connected cities

Connected health
In-vehicle 

voice
Roadside 
assistance

Vehicle 
platform

Stolen vehicle 
recovery

Vehicle
navigation

Vehicle
diagnostics

Lease, rental & 
share car 

management

Usage-based 
insurance

In-vehicle 
entertainment 

& internet access

In-vehicle 
emergency 
call system

First responder
connectivity

Telemedicine Clinical 
Trials

Clinical remote 
monitoring

Connected 
medical 

environments

Land 
agriculture

Fishing Executive
industries

Homeland 
security

Emergency services 

Road fleet management

Supply chain

Public space 
advertising

Manufacturing 
& processing

Warehouse 
& storage 

Boundary 
control

Retail goods 
monitoring & 

payment

Retail & 
leisure 

specialist 
applications

Smart grid 
distribution 
monitoring

Smart 
metering

Building
automation

Micro-
generation

Building
security

Construction
site monitoring

Commercial 
appliances

White goodsOffice 
equipment

Network 
infrastructure 

Network 
equipment 

Handset 
& tests

PCs & 
laptops

Other consumer 
electronics

Household 
information 

devices

Tracking 
appliances

Personal 
multimedia

AV sourcesAV displays

Assisted living

Worried well 
personal 

monitoring

Worried well 
remote 

monitoring

Environmental
monitoring

Electric vehicle 
charging 

Road traffic 
management

Environment 
public safety

Defence

Specialist office 
equipment

New energy 
sources

Construction 
equipment 
monitoring

A key feature of the IoT is that multiple use cases can be enabled by a 
shared infrastructure
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A robust Internet of Things platform will support a two-sided business model 
and level of control and flexibility for innovative services & experiences across 
industries

Internet of Things Cloud

Analytics Remote Access Dynamic MonitoringDevice & Service  Management

Electronics Insurance Automotive Industrial 
Products Retail Healthcare & 

Life Sciences
Energy 

& Utilities

Media & 
Entertainment Education Communications Travel & 

Transportation
Financial
Services AerospaceConsumer

Products Government

Sensors Medical Devices

TV’s & Media 
DevicesHVAC VehiclesSecurityLighting

Appliances

Utilities

Service 
platform

Device 
platform

Priority industries



What Makes IBM’s Watson IoT Platform Different?

IBM WIoT Platform

Risk 
ManagementAnalytics

Connect Information 
Management

Contextual

Real-time

Cognitive

Predictive

Proactive Protection

Storage & Archive

Metadata Management

Reporting

Parsing and Transformation 

Manage unstructured data

Attach: MQTT, HTTPS

Collect & Organize

Device Management

Secure Connectivity 

Visualization

Full Development Lifecycle
DevOps Services
IBM Security

Bluemix Open Standards Based Services

Flexible Deployment

IoT Industry Solutions Third Party Apps

Watson-inside machine learning and 

cognitive

Industry models deep, industry-specific 

analytics models 

Third party data sources leading the 

industry and partnering with outside data 

providers (for example, Weather Company)

Industry integrations easily push and pull 

data from leading industry solutions, both 

IBM’s and its multiple partners

Device neutral.  IBM does not compete 

with its sensor, gateway, network, or 

processor partners

Built on open standards

Data neutral IBM’s business model does 

not depend on owning its customer’s data

Privacy protection and access control

Platform to platforms IBM is committed to 

integrating with other leading platforms so 

customers aren’t forced to chose 

proprietary tech stacks

IoT specific security security micro-

services built specifically for IoT-based 

solutions.

By design, the WIoT platform supports 

cross industry use cases 30

Industry Leading Analytics
Most Trusted IoT Platform



A Hybrid Approach to IoT is Required 

IBM & Cisco Deliver the First Analytics and Cognition Solution for IoT Where Needed, When Needed

• Define analytics in the cloud and run where it makes sense 
with a single hybrid solution

• Filter low value data and only move high value data to the cloud

• Apply advanced analytics, including cognitive, predictive, 
& machine learning

• Enrich with Weather Company data improve analytics insights

• Incorporate internal and external data sources to improve context

• Edge & fog computing processing data to optimize real time data

• Built in intelligence that expands network capabilities without impacting 
bandwidth

• Monitors asset behavior against performance models

• Edge performance analytics to get insight in context

• Disparate data is connected automatically, where its needed, based on 
content, reducing complexity and cost

Access Gateway
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Why a SaaS Delivery Model is Important 

IBM WIoT Platform

Cleansed, corrected and integrated 
data with an initial scoring applied

Insurance Company 
Data Center

Proprietary Analytics



Connected Life / 

Connected Business
There are several device / solution 

options through a combination of 

IBM Services, technology and 

ecosystem partners.

33

End-to-End Distribution, Installation, Support and Repair 



IBM IoT Partnership Ecosystem 

Join forces with IBM and its wide-ranging set of silicon and sensor partners to design, build, or enhance your own IoT devices. Our deep asset and partnership ecosystem enables all solution layers.
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Our Weather company acquisition combines two of the 
largest and most dynamic data platforms in the world.

SOURCES TYPES

Weather

Atmosphere

Historical

Current

Predictive

Global

Ultra-local

The Weather Company 
Weather Models

127K Global Stations

40M+ Mobile Phones

50K Flights a Day

Global Lightning

Air Quatily and Pollen

Traffic / Incident Data

National Weather Service
Weather Stations

High Resolution Radar

Oceanographic Data
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The Weather Company’s platform ingests, 

processes, analyzes and distributes 

enormous data sets at scale, reliably, in 

real time. 

The platform generates an astonishing 4 

GB of data each second. Its 

sophisticated models are capable of 

analyzing data from 3 Billion weather 

forecast reference points, over 40 million

mobile phones, 50,000 flights per day, 

and more. 

Weather Company’s mobile and web 

properties handle approximately 26 

Billion requests a day, over 7 times the 

volume of the leading search engine, and 

is the fourth most daily used mobile 

app in the US, serving 66 Million unique 

monthly app visitors.



IoT Shield Architecture



Shields -Your Guardian Angel
• The Shield analytics work as a personal protective application
• They allow an intuitive specification of rules that act on senor data that govern the personal 

wellness and safety of their owner, detect hazards and can trigger a notification process 
through many channels

• Shields can run on the edge or in the cloud.  An edge implementation can support significant 
data privacy concerns

Hazards Detection

GPS Sensor: 
location

BLE/ANT+ / CPU

Accelerometer:
Speed-X
Speed-Y
Speed-Z

Bio-sensing: 
heart-rate
Body temperature 

Environmental-sensing: 
temperature 
light 
noise
oxygen deficiency
carbon monoxide

Alert Employee

Inform Supervisor and 
Emergency Center

Broadcast message
to nearby employees

Federated Analytics 
Detective (real-time) /
Predictive

IBM 
SW 

• Excessive lifting, 
pushing, carrying

• Fatigue
• Alertness 
• Dehydration
• Fall / Injury
• Use of safety equip



But where should the various shields execute?

(a) Cloud, (b) On edge/phone device, (c) Depending on circumstances? 

Hazard
Detection

Check
conditions

Expedite
Response/Alerts

Steam analytics employed over 
sensor data: simple threshold 
function, statistical, or a ML 
model.

Location, time, identity, … The action part of a shield. Sent 
push to Insured, Send email to 
Insurer, call 911

 A shield is an analytic.  Each shield reflects a single hazardous situation or 
insurance risk

 Shields are the key executable building blocks can be executed on several 
runtimes. Currently: Node/ JS ; planned: RTI / Quarks  ,Python 

 It is a form of an “intelligent rule” (Hazard Detection-Condition-Action):

What is a Shield ?



Hazard
Detection

Check
conditions

Expedite
Response/Alerts

Detect “Water leak” hazard
if water sensor == wet for last 4 minutes && 
water valve == close

Simple Shields: Rule base , Multi sensor , Time window
Check: 
(location == @home)
&& (08:00 < now < 18:30)

send push notification to
Insured.phone-number

Complex Shield: ML , Aggregations, Personalization

Cognitive Shield : Cognitive Diagnostics , Pattern Recognition (Activity, Gestures) , Shields 
Personalization , Offline Learning

Shields Examples

Detect “overexertion” hazard
if last 20 reading of heart-rate > 80 && Heat 
index > 80

Check: 
(location == @work)
&& (23:00 < now < 05:00)

send push notification to
Employee.supervisor.phone-number

Detect “Anomaly Water leak” risk
2 or water sensor == wet for last 30 sec && 
water valve == open && current temp < avg
temp + 20 && weather == dry

Check: 
(location != @home)
&& (08:00 < now < 18:30)

send push notification to
Insured.phone-number
send SMS  to
available plumber.phone-number

Detect “overexertion” hazard
if last 20 readings (heart-rate) > Avg Rest HR 
&& normal heat index for location> 80

Check: 
(location == @work)
&& (23:00 < now < 05:00)

send push notification to
Employee.supervisor.phone-number

Prevent “Heat Stress” hazard
If user spent last 30 minutes at heat index > 85 && and user situation is “intensive physical working” , and body temp > avg
body temp for “intensive physical working” activity || body temp > body temp at beginning of shift + 3
&& User  specify “dry throats” and drowsiness && system didn’t capture water intake gestures   



Sunday Monday Tuesday Wednesday Thursday Friday Saturday

Midnight

1

2

3

4

5

6

7

8

9

10

11

Noon

1

2

3

4

5

6

7

8

9

10

11

Room Color
Bedroom
Living 
Bath
Kitchen
Dining
Porch
Out‐of‐home

Usual good night sleep

Usual wakeup time at 7am

Typical out‐of‐home stay: 
between 1.5 and 2 hours

1‐hour lunch every day for 
about an hour in front of TV

Use of washroom before 
bedtime

Woke up 
unexpectedly at 

2:30 am

Late wakeup

Late return

Unusual leave

Smart “check‐ins” are triggered by deviation from 
behavioral habits



Solution Apps and Dashboards

Worker App Supervisor App



Solution Apps and Dashboards 

Management Dashboard HSE Dashboard

Heat Stress Man Down CO Exposure

Heat Stress Man Down CO Exposure

CO ExposureHeat Stress



More Historical Analytics



Beyond basic sensor trips, there is a wealth analytical insights held within 
IoT insurance data.  

Leveraging our best of breed analytics and data science capabilities, we 
have developed a practice which can deliver these insights to insurance 
companies, device manufacturers, etc.



Insights – Water leak alarm likelihood estimation

• Goal: Estimate the likelihood of a leak alarm in a day by household and 
obtain insights of alarm triggers

• Inputs: 

– All related sensor measurements including temperature, humidity, etc.

– External weather conditions

• Outputs:

– Water leak likelihood score by household

– Triggers 
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IBM Analytics

We can estimate the risk of a leak in a 
house based upon it’s location, structure  
and internal and external environmental 

factors

Results
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IBM Analytics

Insights – Household energy consumption index

• Household energy consumption index is calculated 
based on the indoor and outdoor temperature 
difference 

• Every circle is one zip code;
Bigger the circle size higher
the energy consumption

• On average, NY people 
consume more energy than
CA
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IBM Analytics

Insights – Sensor Disconnect Cause Inference

• Goal: Determine the cause of sensor 
disconnections, e.g., power outage or wifi
disconnection

• Method:  Apply neighborhood similarity analysis
• Result: More neighborhoods having dead 

sensors, the higher likelihood it is due to power 
outages



Summary





Engagement Models
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Digital Transformation
Implement the strategy and 
incorporate learnings into future 
iterations

• Implement IoT-enabled 
capability following “Minimum 
Viable Product” (MVP) 
approach, and rapidly increment 
through Agile build iterations. 

• Requirements Analysis 
• Solution Architecture
• Infrastructure Build
• Integration Design
• Application Configuration
• Platform Implementation
• Change Management

Managed Services
Providing speed to value in 
realizing business outcomes

• Low to no capital expenditure 
hurdle

• Pay-as-you-go operating 
expenses

• Reduction in implementation 
time 

• Faster Goal Attainment

• Build & Run
• Support
• Analytics

Feasibility 
Assessment
Get started. 
Pick a small use case and build

• Define scope & outcomes
• Detail use case and target 
insights

• Build platform, integrate sensors 
and data sources

• Collect data
• Evaluate and document results

• Establish proof point and gain 
insight 

• Build organizational 
understanding and support

Strategy Definition
Define the vision and path to 
adoption

• IoT Innovation Workshop
• Prioritized Use Cases 
• Journey Maps 
• Architecture Overview 
• IoT Strategy 
• Value Case 
• Roadmap 

• Stakeholder alignment
• Strategy defined to guide 

investments and timing 
• Clarity on value proposition
• Identification of operating 

model, organization and product 
impacts

IoT Strategy 
Accelerator 

IoT PoC & Value 
Case Validation

IoT Platform Design 
and Implementation

Operate



An organization’s ability to maneuver is the only
advantage competitors cannot take away

Business
Strategy

Types of business
advantages(*):

•cost
•differentiation
•customer focus
•execution
•maneuverability

IT Architecture
must move
toward delivering
change

Why Does a Robust IoT Platform and Ecosystem Matter? 




